
W hen a company’s security is breached, 
seconds can mean millions of dollars in 
damage. Time is of the essence, and LCG 

Discovery Experts stand ready to respond.
“Risk management is our sole focus,” says Ken 

Tisdel, president and CEO. “It’s not a division of the 
company—it is the company. We’re not interested in 
getting our foot in the door to sell accounting services or 
handle a client’s legal issues to make more money than 
the cyber incident we’re called for. We’re not trying to 
run their business—we’re working to keep it secure.”

Whether preventing a fraudulent wire transfer or 
providing litigation support to investigate internal 
misconduct, the veteran- and disability-owned digital 
forensics company provides security to government, 
legal, and commercial clients, protecting reputa-
tions and bringing peace of mind to employees and 
stakeholders.

“The best time to defend is before there’s an issue,” 
Tisdel says. “When a company is proactive about 
mitigating risk by turning to us before a crisis, we can 
see their security as a whole and build policies and 
processes to protect their business with end-to-end 
risk management covering cybersecurity, intellectual 
property, physical security, and anything else they may 
need.”

DIGITAL DEFENDERS
Time is critical in all risk management cases, but 
never more so than in an increasingly automated 
world of digital transactions. 

“Everything in our world is moving in 
the direction of cyber automation, reduc-
ing manual work and increasing reliance 
on digital information,” explains Tisdel. 
“Where there’s a cyber component, there’s 
a risk, and the sooner security arrives at 
the crime scene, the more likely we are to 
capture the perpetrator.”

Once an issue is resolved, the LCG 
team ensures it doesn’t happen again. 
Because if a company has been attacked 
once, it’s likely to be targeted again.

“Suppose someone makes $2 mil-
lion on a ransomware attack,” Tisdel 
explains. “In that case, they’re likely 
going to brag about it on the dark web 
where other entities learn about the 
company’s poor security measures, and 
they hope to get anything left over. We’re 
here to make sure that doesn’t happen.”

SEASONED SECURITY
The LCG team consists entirely of former law 
enforcement experts with extensive experience in 
cybersecurity, with specialization in the recovery 
of funds paid out in fraudulent wire transfers and 
ransomware attacks.” Every expert hired must have 
testified over 200 times and served as a cybercrime 
investigation agency supervisor. 

“Our team’s experience is our greatest asset,” says 
Tisdel. “We built an environment where experts want 
to work. We take the fun and challenging aspects of 
government work while having the benefits of a civil-
ian company in a relaxed environment where employ-
ees have the autonomy to find unique solutions.”

The team collaborates on cases, relying on one 
another’s specialties and examining each other’s 
work to address threats. This collaboration leads to 
quicker confessions and safer solutions, allowing 
clients to focus on the future with confidence with 
the knowledge that they have some of the nation’s top 
talent in risk management protecting their business.
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Risk management firm LCG Discovery Experts protects lives and assets 
with specialized digital forensic and cybersecurity solutions tailored to 
overcome a myriad of unique threats. 
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